
Designation of the Data Protection 
Officer (DPO)

SIX KEY TAKEAWAYS FOR COMPLIANCE WITH 
THE BRAZILIAN GENERAL DATA PROTECTION LAW (LGPD)

Designating a DPO, unless otherwise
established by the ANPD (Data Protection
National Authority).

Privacy Policies

Reviewing or implementing privacy policies in
accordance with the basic parameters, which
are mainly established in Article 9 of the LDPD.

Communication Channel

Creating an easily accessible communication channel
for the data subject to exercise their rights provided by
LGPD under Article 18 and Article 20 of the LGPD.

It is mandatory that the channel is public available for
consumers, suppliers, visitors, employees, etc.

Third-party survey

Identifying the third parties with whom the personal
data are shared and verifying the most critical and risky
ones, especially if located abroad. Depending on the
circumstances, it might be necessary to proceed with
amendments and restrictions.

Mapping Activities

Mapping the company’s data processing
activities, at least the main and most critical, to
constitute the Records of Processing Activities
(ROPA which is mandatory according to Article
37 of the LGPD).

Information Security

Reviewing the processes, systems and
procedures regarding information security,
whether it’s physical (files, keys, vaults) or digital
(logins, encryption, monitoring, firewalls, etc.).
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